Diário de bordo

|  |  |  |
| --- | --- | --- |
| Data: | 20/02/2020 | |
| Dados de endereçamento do(s) alvo(s) | 172.20.10.5 | |
|  | | |
| 1.1.a | | Comando utilizado |
| \*Obs: netdiscover não aceita /28, então tive que usar o nmap    Endereço de IP da máquina virtual: 172.20.10.5 | | sudo nmap -sP 172.20.10.0/28 |
| 1.1.b | | Comando utilizado |
| Uma imagem contendo ao ar livre  Descrição gerada automaticamente  Serviço : ProFTPD  Versão: 1.3.5  1.1.c    Distribuição: DEBIAN  Arquitetura: Unix  Versão:Linux 3.2-4.9 | | telnet 172.20.10.5 21  Comando utilizado  sudo nmap -A 172.20.10.5 |
| Vulnerabilidades (1.1.e) | | |
| FTP Bounce Attack  FTP Brute Force Attack  Packet Capture  Spoof Attack  Port Stealing | | |
| Exploração | | |
| PortScanner protocolo TCP:    PortScanner protocolo UDP(mostrando portas open e open|filtered)  Uma imagem contendo captura de tela, texto  Descrição gerada automaticamente | | |
| Outras informações úteis | | |
|  | | |